
 

 

Web Hosting Terms and Conditions 
 
ABTechnologies provides a web hosting, domain registration, Domain Name Services to clients Australia 
wide. All clients who use services of ABTechnologies (provided by our upstream provider) are subject to 

the following terms of service: 
 
 
Identification Policy 
 
You agree to use all our Domain Name, Webhosting and DNS services and facilities at your own risk. 
We and our upstream provider specifically disclaim all warranties of merchantability and fitness for a 
particular purpose. In no event shall ABTechnolgoies or our upstream provider be liable for any loss, or loss 
of data, or other commercial damage, including but not limited to special, incidental, consequential or other 
damages. Customer agrees that it shall defend, identify save and hold ABTechnologies or our upstream 
provider from any and all demands, liabilities, losses, costs and claims, asserted against ABTechnolgoies, its 
upstream provider, its agents, its customers, officers and employees, that may arise or result from any 
service provided or performed or agreed to be performed or any product sold by customer, it’s agents, 
employees or assigns.  
 
 
Backups 
 
Our Upstream Provider generates full backups of accounts every 7 days which are not bigger than 2GB. 
If the account is bigger than 2GB, our provider reserves the right not to generate the backup automatically,  
however, the client may generate backups from his cPanel at any time regardless of the account size.  
The provider stores a single automatically generated a backup of each account which is up to 7 days old 
and up to 2GB in size, older automatically generated backups of accounts are not stored. ABTechnologies 
is not liable for any loss of content if the backup has not been generated, it is the client's sole responsibility 
to safeguard the account data. Manual backups performed by the customer are recommended and 
downloaded to a local source. 
 
 
Limitation of Liability 
 
Abtechnologies shall not be responsible for any claimed damages, including incidental and consequential 
damages, which may arise from our provider's servers going off-line or being unavailable for any reason 
whatsoever. Furthermore, ABTechnologies shall not be responsible for any claimed damages, including 
incidental or consequential damages, resulting from the corruption or deletion of any web site from one of 
upstream providers servers. All damages shall be limited to the immediate termination of service.  
 
 
Disclaimer 
 
ABTechnologies upstream provider intends to provide the best possible web hosting service to each of its 
clients. We supply the latest technologies and solutions to make the service provided to the end client the 
best possible. However, ABTechnologies cannot be held liable for any system downtime, crashes, or data 
loss that may happen on the servers. Also, ABTechnologies will not be held liable for any predicted 
estimate of profits in which a client would  have gained if their site was functioning. If any terms or 
conditions are failed to be followed, the account in question may be automatically deactivated. 
ABTechnologies and our upstream provider retains the right to change, modify or delete  
any or all of the above Terms, Policies, Guidelines, and Disclaimer with or without prior notification. 
 



 

 

 
 
 
Banned Content on Hosting Platform 
 
Each account comes with its own CGI-bin. The client is free to use any CGI scripts you wish, however, our 
upstream provider reserves the right to disable any CGI script that effects normal server operation without 
prior warning. 
 
 
Banned Scripts or website types 
 
The following scripts are banned from use on our servers and may not be uploaded or run. Reasons for 
banning them include adverse effects on server load, invitations to hackers/spammers/criminal activity, 
etc. Hosting any type of these sites will result in instant account suspension until the content is removed. 
On the case that the content was uploaded willingly by the client, We or our upstream provider reserves 
the right to terminate the account.  If the content was uploaded by a 3rd party (hackers, abusers which 
intend to take the client site down), then if recognised we will inform the client about the abusive content. 
We or our upstream provider also reserves the right to remove such content from user account without  
prior notification.  
 
Banned scripts and website types listed below 
 
• IRC scripts, eggdrops, bots 
• Proxy server scripts (also any other script which operates as proxy) 
• Mail bomber and spam scripts 
• IP spoofers and port scanners 
• Pirated Software or any form of illegal software 
• Image Hosting Scripts (like Imgur or Photobucket) 
• AutoSurf site scripts 
• PPC site scripts 
• PTC site scripts 
• Bruteforce Programs or scripts 
• File sharing, dump and mirroring service scripts (like mega, Rapidshare) 
• Top sites generator scripts 
• Illegal drug or any other substance or product not allowed to be sold in US or Contraband related sites 
• Sites distributing copyrighted content without proper licenses 
• Gambling sites 
• Hacker programs, credit card dumps, hacker focused sites 
• Forums distributing warez or any other illegal content 
• Fraudulent sites (fake banking services, fake login pages, any other site mining information in illegal ways) 
• Viruses, trojan horses, mass ping, ddos, UDP or TCP flood scripts, or any other kind of destructive scripts 
• Child pornography  

 


